

**Appel à manifestation d’intérêt :**

**« Accompagnement des PME au Pilotage et mise en œuvre d’un plan de remédiation cyber »**

Entrepreneurs et professionnels du secteur de la cybersécurité, vous innovez dans votre filière et souhaitez faire connaitre votre projet dans le cadre du programme de labélisation « sécurité économique » des adhérents du Pole Minalogic.

Candidatez à ce nouvel appel à manifestation d’intérêt avant le **31 janvier 2023**.

La stratégie de labélisation de la dimension **« sécurité économique »** du Pole Minalogic a pour objectif de favoriser et développer la résilience cyber des adhérents du Pole Minalogic.

Au-delà de **l’audit initial,** il apparait indispensable d’apporter aux entreprises des outils de pilotage du plan de remédiation et d’amélioration continue.

Un **service de conseils et montée en compétence** des équipes internes via un RSSI externalisé est de plus demandé afin de laisser durablement aux entreprises la maitrise de leur système d’information

Le Pôle MINALOGIC souhaite identifier sur le territoire Auvergne Rhône Alpes les acteurs économiques concernés et recueillir leurs propositions de projets.  Cet AMI permettra d’identifier des projets prioritaires pour une mise en œuvre au tout début de l’année 2023, mais aussi de préfigurer aux futurs appels à Manifestation d’Intérêts concernant la labélisation des solutions innovantes « Security By design ».

Projets attendus :

Les projets doivent présenter une dimension innovante et opérationnelle pour assurer la construction et la mise en œuvre à l’échelle industrielle d’un plan de remédiation, d’outils de suivis des comités de projets et de pilotage, d’analyses régulières de la maturité Cyber de l’entreprise et de son exposition aux vulnérabilités internes et externes et ainsi porter sur les axes suivants :

Critères de sélection :

* Pertinence au regard des objectifs et attendus ;
* Impact socio-économique et retombées attendus ;
* Caractère innovant et disponibilités des produits ou services développés ;
* Qualité et pertinence des partenariats proposés ;
* Qualité du modèle économique, du plan d’affaire et de financement présenté ;
* Impacts environnementaux et, le cas échéant, effets positifs attendus du point de vue écologique.
* Un comité d’experts issu de la Région ou de l’ANSSI pourra être sollicité pour compléter le comité de sélection.

Dépôt des candidatures :

* Date limite de dépôt : **31 janvier 2023 à 12 heures (midi heure de Paris)**
* Calendrier : les projets seront examinés lors de la relève fixée au 15 févier 2023 à midi (12h) et lors de la clôture le 15 févier 2023.
* Le dossier est adressé à MINALOGIC sous forme électronique à **cyber@minalogic.com**

**Contacts pour informations :**

**Antoine CAMUS | antoine.camus@minalogic.com | +33 (0)6 71 83 66 06**

**Envoi candidature : cyber@minalogic.com**

**FORMULAIRE DE CANDIDATURE**

Vous trouverez ci-dessous un cadre de réponse au cahier des charges de l’AMI. Merci de le détailler au maximum et d’étayer vos réponses par des données chiffrées dès que cela est possible.

Raison sociale

Numéro de Siren

Site internet :

Adresse du siège de la société

Adresse de l’établissement candidat (si différent du siège)

Nom

Prénom

Fonction :

Adresse de messagerie

Numéro de téléphone

**Merci de joindre à votre dossier de candidature :**

* **Une présentation de votre structure, indiquant ses domaines d’intervention**
* **Kbis**
* **Des références d’actions, d’accompagnements de projet conduits par votre structure**
* **Les CV, bios des experts/consultants identifiés pour intervenir sur *le Label Cyber***
1. **Votre ou vos domaines habituels d’intervention (relatifs aux consultant(s) identifié(s) et non à l’ensemble de la structure):**
	1. En conseil :
	2. En formation (éventuellement) :
2. **Formation initiale, qualifications (date, titre, lieu):**
3. **Dernières références significatives d’intervention CONSEIL Cyber en entreprise :**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Année** | **Entreprise accompagnée** | **Taille entreprise** | **Durée****mission** | **Nature du Conseil****Objectif, résultat atteint** |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |

Avez-vous déjà effectué un diagnostic d’entreprise avec un outil fourni à s’approprier ? OUI / NON

Disposez-vous de l’ensemble des outils et compétences demandés dans l’AMI ? OUI/ NON

1. **Résumez votre expérience en entreprise avant l’activité de conseil :**

Date /durée – entreprise – fonctions /postes occupés, missions/objectifs

1. **Vos motivations d’intervention dans le programme Label Cyber :**
2. **Vos remarques éventuelles concernant le programme Label Cyber :**

(De toutes natures : vos disponibilités pour le programme, vos limites d’intervention géographiques, autres…)

1. **Description fonctionnelle exhaustive de votre plateforme de pilotage du plan de remédiation :**
2. **Exemples anonymisés de rapports d’audits et des comités de projet et de pilotage :**
3. **Détails des tarifs pour l’ensemble du parcours d’accompagnement (Axe 1 + Axe 2) :**
4. **Merci de compléter le tableau suivant :**

**COMPETENCES ACCOMPAGNEMENT TECHNIQUE / INDUSTRIALISATION**

|  |  |
| --- | --- |
| Compétences | Niveau de compétence |
| Compétence technique 1 | Choisissez un élément. |
| Compétence technique 2 | Choisissez un élément. |
| Compétence technique 3 | Choisissez un élément. |
| Avoir une bonne connaissance des technologies existantes dans le domaine de la cybersécurité  | Choisissez un élément. |
| Avoir une bonne connaissance des fournisseurs de solutions technologiques de test de vulnérabilité (internes et externes) et de test de pénétration | Choisissez un élément. |
| Être force de proposition pour aider les PME dans la maturation de leurs projets de sécurité économique | Choisissez un élément. |
| Avoir une bonne connaissance des plateforme collaboratives | Choisissez un élément. |
| Avoir la capacité de pouvoir de produire des audits et plans de remédiation à grande échelle (>100 par an) | Choisissez un élément. |